Rule GAW133 — SecurePersonAttr

Apply when* (PERSONATTRIBUTE - PersonAttributes database file
Subtask® |C

Standard GAWDBObject subtasks:
'C" - on object creation
'R’ - before referential integrity
I''l" - before/after insert
'u'l'U’ - before/after update
'd'I'D" - beforefafter delste
Sequence: [2 (Controls the order in which rules will be applied for a given si

Java class* (GAW133 - equest rules.SecurePersonAttr v
This is a security rule.

This rule is designed to limit access to regular, special, and/or at risk person attributes.
By default, everyone authorized to view person attributes can view these.

With this rule, you can define which group(s) should NOT be authorized.

A NotAuthorizedException is thrown if an attempt is made to view one.

It is intended to be used On Creation of the PersonAttributes database file.

It uses the 'RULEPARMS' entry of the 'DEFAULTS".
Valid properties are:

SecurePersonAttr.<groupid>.regular=n
SecurePersonAttr.<groupid>.special=n
SecurePersonAttr.<groupid>.atRisk=n

where <groupid> is the lowercase security group to be limited from seeing regular, special,
and/or at Risk attributes.

Rule Setup:

Apply when Sub-task | Seq | JAVA class

GAWUser Object p 1 equest.rules.Indiana.SecurePerson
Rule Parms:

SecurePersonAttr.law.regular=n

Example:
This means that the security group “law” is not able to see regular person attributes.

See Table: Person Attribute Type (ATTRIBUTETYPE) for the meaning of regular, special or
at risk person attributes.
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https://equest.porterco.org/equest/quest?cmd=edit-rule&applyWhen=DOCUMENTS&applyRequest=A&applyID=1
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