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Restrict specific users from specific file numbers 
 
 

What it does: 
 

Allows you to restrict a user from seeing specific file numbers.  For example, the user has a case in the system or 
their child or relative has a case in the system. 
 
 

Adding the table entry 
 
Menu | Tables | Generic Validation Tables | Defaults 
 
 
 
 
 

 
 
 
 
 
 

# Identify userids that should be restricted from specific file numbers.  The format of the entry should be: 
USERID.n=file# (where n is just a unique sequential identifier for the user) 
 
#OR: GROUPID.n=file# (where n is just a unique sequential identifier for the security group) 
 
#NOTE: Changes take effect the next time the user signs on. 
 
 
Type in the user ID of the person you wish to block followed by sequential numbers for each person they can’t 
see = the file number of the person you don’t want them to see. 
 
Kthompson.1=336314 
Kthompson.2=336315 
 
Lmarvel.1=342601 
Lmarvel.2=342602 
Lmarvel.3=342603 
Lmarvel.4=319989 

 
  

Each restriction for the same user must have the next 
sequential number.   
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Quest User = IMATEST 
File number of the child to which Ima Test is a relative =  42768 
 
IMATEST.1=42768 
 
Even if they are restricted from a file number, they will still be able to view the following sections: 

• Identifying Information 

• Addresses 

• Relatives 

• Schools 
 
If the parents are names associated with the case, you must restrict the user from those file numbers as 
well. 
 
If the father is 27849 and the mother is 42769, and they are parties on the cases along with the child, 
you must restrict the user from those file numbers as well. 
 
IMATEST.2=27849 
IMATEST.3=42768 
 
 
 
 


